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INFORMATION SECURITY POLICY 

Zorlu Holding Information Security Management System (ISMS) has been established to protect the confidentiality, 

integrity, and availability of information by implementing asset and risk management processes, and to provide 

assurance to relevant parties that risks are properly managed. 

Zorlu Holding operates its information security processes in compliance with TS ISO/IEC 27001:2022, the SPK 

Information Systems Management Regulation, the CBDDO Information and Communication Security Guide, the Energy 

Market Regulatory Authority (EPDK) Cyber Maturity Model, and PCI DSS standards. Zorlu Holding commits to utilizing 

the necessary resources across all group services to ensure the implementation and continuous improvement of the 

Information Security Management System. 

This policy has been prepared by Zorlu Holding Senior Management and approved by the Board of Directors. The 
Technology and Digital Business Development Group Presidency is primarily responsible for ensuring compliance with 
the Information Security Policy and related policies. 

The main objectives set to systematically manage information security are as follows: 

• To ensure the confidentiality, integrity, and availability of corporate information assets and all entrusted 
information assets from relevant parties within the scope of the Information Security Management System, 

• To assess risks related to the confidentiality, integrity, and availability of information and minimize the impact of 
these risks, 

• To comply with all legal regulations related to information security and contracts made with third parties (business 
partners, customers, suppliers, etc.), 

• To comply with all laws, regulations, and notifications applicable to Zorlu Holding, 

• To adhere to all policies and procedures published within the management systems maintained by Zorlu Holding,  

• To allocate necessary resources and plan training programs to improve employee competencies in order to meet 
the requirements of the Management System and operate it effectively, 

• To prevent interruptions in critical business processes, and if not possible, to restore operations within the targeted 
recovery time, 

• To plan awareness-raising and guiding activities to ensure the participation and compliance of all personnel and 
business partners with the management systems, 

• To conduct regular reviews aimed at continuous improvement of the processes and activities used for the 
implementation of the Management System,  

• To prepare policies and procedures related to mandatory information security controls, review compliance with 
these policies and procedures, and conduct controls for their development and improvement,  

• To ensure that all working methods and principles are compatible and balanced with information security 
processes. 

• Information Security and Cybersecurity risks and threats are continuously monitored, and detected incidents are 
responded to quickly and effectively, demonstrating a comprehensive management model. 

Zorlu Holding Information Security Policies and Procedures are applicable and mandatory for all personnel who use 
company information and/or business systems, whether full-time or part-time, contractual or permanent, regardless of 
their geographic location or business unit. Third-party service providers who do not fall under these classifications are 
also required to adhere to the general principles of this policy and information security procedures, as well as other 
security responsibilities they are obligated to comply with. 
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Halka Açık 

BİLGİ GÜVENLİĞİ POLİTİKASI 

Zorlu Holding Bilgi Güvenliği Yönetim Sistemi (BGYS), bilginin gizliliği, bütünlüğü ve erişilebilirliğini; varlık ve 
risk yönetimi süreçlerini uygulayarak muhafaza etmek ve ilgili taraflara risklerin doğru bir şekilde 
yönetildiğine dair güvence vermek için kurulmuştur.  

Zorlu Holding, bilgi güvenliği süreçlerini TS ISO/IEC 27001:2022, SPK Bilgi Sistemleri Yönetimi Tebliği, CB DDO 
Bilgi ve İletişim Güvenliği Rehberi, EPDK Siber Yetkinlik Modeli ve PCI DSS standartlarına uygun olarak işletir. 
Bilgi Güvenliği Yönetim Sistemi’nin uygulanması ve sürekli iyileştirilmesi için tüm grup hizmetleri çerçevesinde 
gerekli kaynakları kullanacağını taahhüt eder.  

Bu politika Zorlu Holding Üst Yönetimi tarafından hazırlanmış olup, Yönetim Kurulu tarafından onaylanmıştır. 

Teknoloji ve Dijital İş Geliştirme Grubu Başkanlığı, Bilgi Güvenliği Politikası ve ilgili politikalara uyumun 

sağlanmasından birinci derecede sorumludur.   

Bilgi güvenliğini sistematik olarak yönetebilmek adına belirlenen ana hedefler aşağıdaki gibidir: 

• Bilgi Güvenliği Yönetim Sistemi kapsamında, kurumsal bilgi varlıklarının ve tüm ilgili taraflardan emanet 
edilen bilgi varlıklarının gizliliğini, bütünlüğünü ve erişilebilirliğini sağlamak, 

• Bilginin Gizlilik, Bütünlük, Erişilebilirlik ile ilgili ortaya çıkabilecek risklerini değerlendirmek ve bu risklerin 
etkilerini en aza indirmek, 

• Bilgi güvenliği ile ilgili tüm yasal mevzuat ve üçüncü taraflar (iş ortakları, müşteriler, tedarikçiler vb.) ile 
yapılan sözleşmelere uymak, 

• Zorlu Holding’in tabi olduğu tüm kanunlara, yönetmeliklere ve tebliğlere uyum sağlamak, 

• Zorlu Holding bünyesinde sürdürülen yönetim sistemleri dahilinde yayınlanan tüm politikalara ve 
prosedürlere bağlı kalmak,  

• Yönetim Sisteminin gerekliliklerini karşılamak ve etkin bir şekilde işletmek üzere çalışanların yetkinliğini 
artıracak gerekli kaynakları ayırmak ve eğitim programları planlamak, 

• Kritik iş süreçlerinde yaşanabilecek kesintilerin önüne geçmek, geçilemediği durumda hedeflenen 
kurtarma süresi içerisinde tekrar çalışabilir hale gelmek, 

• Tüm personelin ve iş ortaklarının yönetim sistemlerine katılımını ve uyumunu sağlamak için bilinçlendirici 
ve yönlendirici faaliyetler planlamak, 

• Yönetim Sisteminin yürütülmesi için kullanılan süreç ve faaliyetlerin sürekli iyileştirilmesi amacıyla düzenli 
gözden geçirmeler gerçekleştirmek,  

• Bilgi güvenliği kontrollerini zorunlu tutan konulara ilişkin politikalar ve prosedürler hazırlamak, bu 
politikalara ve prosedürlere uyumluluğu gözden geçirmek, geliştirilmesi ve iyileştirilmesi için kontroller 
yapmak,  

• Tüm çalışma yöntem ve esaslarının bilgi güvenliği süreçleriyle uyumlu ve dengeli olmasını sağlamaktır. 

• Bilgi Güvenliği ve Siber Güvenlik riskleri ile tehditleri sürekli izlenmekte, tespit edilen olaylara hızlı ve etkili 
şekilde müdahale edilmekte olup kapsamlı bir yönetim modeli uygulanmaktadır. 

Zorlu Holding Bilgi Güvenliği Politikaları ve Prosedürleri; tam veya yarı zamanlı, sözleşmeli veya daimî, şirket 
bilgilerini ve/veya iş sistemlerini kullanan tüm personel için, coğrafi konumdan veya iş biriminden bağımsız 
olarak geçerli ve elzemdir. Bu sınıflandırmalara girmeyen üçüncü taraf hizmet sağlayıcıları; bilgi güvenliği 
politikasının ve bilgi güvenliği prosedürlerinin genel ilkelerine bağlı hizmet vermesi zorunludur. 


